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 Internal Control and ERM (Enterprise Risk Management) – Does it Add Value or Cost Too Much?

The job of the internal control system is to reduce the risk of material errors in the financial statements, improve business process for effectiveness and efficiency, prevent waste, fraud and abuse. Yet internal control and ERM implementation can have a negative connotation; viewed as unnecessary and non-value-added work. Unfortunately, this is maybe true. Problems in internal controls start when those involved in the business processes have not been adequately engaged in the overall financial statement risk management. This leads to numerous costly issues that have consequences to the overall bottom-line, the auditors and ultimately the organization leadership team.

What are the symptoms? Raise your hand if you have observed:
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Why is this the case? Since internal control / GRC concept was introduced many years back, one would think that organization and their auditors would have developed mature, cost effective internal controls programs by now. Well, let’s look briefly at the history; the early years of GRC saw high implementation costs as methodologies and approaches were developed and implemented. In response to complaints about the costs, our firm Resource Result in 2014 issued management guidance and the necessary strategic measures, requiring a “top-down, risk-based approach”. Internal control costs began to improve with the implementation of our advisory thought process, primarily due to the use of a risk-based approach, control rationalization and leveraging higher level monitoring and entity level governance controls.

Further, this trend has improved over the last 4 years’ and costs have reduced significantly. One key factor has been the process improvement gains and findings of control deficiencies gap in internal control projects with many of these focused-on control optimizations.

Common deficiencies cited by the RRL team are in the areas of properly assessing risk, selecting the right controls to test, inadequate documentation of management review controls and lack of testing over the completeness and accuracy of information. Responding to these comments has been a difficult process for both the audit firms and their clients, contributing to increased hours and fees.

The questions arise, how do we get internal control / GRC costs under control, and how do we get value out of the internal control program? To answer these questions, it is helpful to envision what a well-designed and operating internal control program looks like.

In a well-designed and operating control system and ERM program, all the pieces fit and work together

	The controls are
	Controls are
	Clear evidence
	Activities are

	
	
	
	well planned

	designed to mitigate
	performed as
	is archived
	

	
	
	
	at predictable

	the key risks
	designed
	centrally
	

	
	
	
	intervals

	
	
	
	


Aligned with Finance, Auditors and other Stakeholders.

Well Managed Process Embedded into the Organization

	
	Lower Cost
	
	
	
	
	

	
	
	
	Lower Risk
	
	Higher Value
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Establishing a Well-Designed and Operating Internal Control and GRC program

Many companies have been successful reducing their internal control / GRC costs by as much as 50%. Let’s look at key elements required to establish a well-designed and operating internal control / ERM program.
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	Set the Tone
	The board and senior management set the tone for success: they

	
	
	must be committed to internal control, communicate the importance

	
	and Align with
	and set an example. The audit team and audit committee as applicable 

	
	Stakeholders
	engaged early and continuously support to ensure alignment of

	
	
	objectives.

	
	
	The scoping and risk assessment process establish the foundation of

	
	Scoping and
	

	
	
	controls and the GRC program. Understanding what could cause a

	
	Risk Assessment
	material error in the financial statements – how and where - is key to

	
	
	getting the program sized properly and designing the right controls. It

	
	
	is also important to fine tune the accounts and locations in scope.

	
	
	

	
	
	Who owns internal control? How often do we hear it is the

	
	
	

	
	
	responsibility of internal audit? It is important to clarify ownership at

	
	
	both the process level and leadership level in the organization; the

	
	
	best practice is for the Controllership function to own controls overall.

	
	Roles and
	Key to success though is embedding ownership of controls in the

	
	Responsibilities
	organization and ensuring that everyone knows what their role is and

	
	
	who is responsible for what. It’s a simple concept – if everyone knows

	
	Ownership and
	what the task is ahead of time, and when the task will be performed it

	
	Accountability
	should be easy to prepare.

	
	
	

	
	
	Establishing accountability and monitoring success is also critical –

	
	
	metrics of success should be established monitored and reported.

	
	
	Consider the importance of tying these metrics to performance

	
	
	goals, and creating incentives for success.
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Audit Ready

Documentation



Training is essential to achieve the benefits of internal control. All the personnel involved in controls need to understand financial reporting risks and assertions, how controls mitigate risk, the importance of maintaining evidence, and the overall timing of the process. Regular communication from finance leaders supports this effort and keeps all stakeholders informed of where things are at.
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We often find GRC programs with too many controls that have been carried over year to year but are not particularly effective at reducing risk.
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Risk and Control Optimization is a collaborative process of getting the controls right by identifying the actual sources of potential material errors in the financial statements and processes, prioritizing these risks and then designing the most efficient and effective controls to prevent or detect these errors. This differs from the typical process of control rationalization which is simply cutting down the number of controls.

We find holding a series of risk and control workshops with process owners to be an effective means to accomplish this goal. This process results in a much cleaner and smaller control set and helps build consensus on what controls are important and necessary.

The control procedures, frequency and evidence to be produced need to be aligned exactly with how the controls will be tested. If these requirements are not defined precisely, or the evidence is not completed and archived, the testing process will result in re-work, unnecessary follow-up or even potentially deficiencies.
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On the other hand, well defined control procedures and evidence that is completed and archived on a timely basis results in a very efficient audit process. A best practice is to use an evidence template or checklist to ensure consistency and completeness of audit evidence. This practice can be particularly effective for management review controls, which is a key focus area for auditors.

Another best practice is to archive documentation centrally, so it is available whenever needed for auditing.
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Leverage

Technology
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Project

Management


We all understand the promise of technology to produce transformative gains in efficiency. In the risk and control world however, this promise remains largely unrealized and we still see a high level of manual work. There are several key root causes, including:

[image: image20.jpg]



· Systems not configured to the business process, and visa-versa, resulting in “work-arounds”,
· Incorrect inputs due to poorly designed and executed processes, resulting in re-work on the back-end,
· Lack of knowledge on how to leverage system controls.
Despite these challenges, it is worth the investment to identify opportunities to implement system controls for several reasons; system controls are reliable and inexpensive to audit. Moreover, system controls can be baselined, which can significantly reduce the amount of testing.

Another opportunity to leverage technology and eliminate the use of spreadsheets and emails is to use a commercial platform to maintain the control documentation, audit evidence and support the work-flow and auditing process.

A project manager is important to help ensure that all the pieces of the internal control process fit and work together as seamlessly as possible. Effective planning and coordination with accounting, the auditors and all stakeholders make a huge difference in the success of the program.
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Recognizing this need, many companies have established a Director of Internal Controls or similar position that reports to the Controller or CAO (Chief Audit Officer).

Each of these elements is necessary to a successful internal control process and ERM program. Initially, one may encounter push-back with implementing such a program. Keep in mind the benefits in making this investment; lower risk, lower cost, higher value, and less aggravation. As with a manufacturing process and many others, it is much less costly to build quality into a process than it is to correct defects after the fact. So, the key is to build the quality into the process and establish the right framework and controls at the outset.

In the following sections, we will drill down into these areas:

· Identifying the Risks and Designing the Right Controls - More on Risk and Control Optimization,
· Defining the Requirements: Getting the Evidence of Operating Effectiveness Right
· Information and Technology Controls – key areas of focus
· Working with the process owners and leadership management.
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Identifying the Risks and Designing the Right Controls – More on Risk and Control Optimization

The objectives of the Risk and Control Optimization phase are to understand the source of potential material errors in the financial statements, internal controls gaps, fraud red flags, SOD (Segregation of duties) violations and then design the right controls. We like to drill down into this process a bit to provide guidance and some ideas on how to accomplish these objectives.

We promote the use of risk and control orientation awareness / trainings, which is a collaborative effort designed to gain consensus on the risks and then design the right controls. Even mature organizations can benefit from this process, as it reduces the number of controls, make controls more effective and efficient and engages those involved in control in the control process.
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Identifying
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the Risks



The risks in a typical risk control matrix are often a laundry list of generic risks which may or not be material. We therefore usually find it is worth the time to define what exactly would cause a material misstatement, starting at the highest level of the financial statements at your company, and then drilling down from there.

Let’s use inventory as an example. There are 3 key risks within inventory:

· Inventory quantities do not exist, or are not complete and accurate,
· Inventory cost is not accurate, and
· Inventory is not valued properly.
If we then think about the risk inventory quantities do not exist, are incomplete or inaccurate could occur, we identify 3 sources of errors:

· Receiving errors: Receipts were recorded that did not occur, or were not completely or accurately recorded,
· Shipping or Production Issuance Errors: Sales or inventory issued to production was not completely or accurately recorded, or transactions were recorded that did not occur,
· Adjustments: Adjustments to inventory quantities were made in error.
We then consider the magnitude of these risks. For any of the above risks to result in a material error, it would likely need to be pervasive and apply to many transactions, which could only occur if the transaction level controls are not operating. So, the key is to understand the risks at the highest level of the financial statements, focus on those that could be material and then drill down, which facilitates clear thinking about the control design.
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	Armed with a clear understanding of the risks, we can design the right

	
	

	
	controls to provide reasonable assurance that risks are mitigated. What

	
	is a well-designed control? We try to incorporate the following guidelines

	
	as much as possible:

	
	•  The control is designed for the risk: this may seem obvious but

	
	
	
	
	
	
	
	
	

	
	
	the linkage of the control with the risk is often not clear. If we

	
	
	think about what can cause a material error, we can begin to

	
	
	think about what effectively prevents or detects that error.

	
	•  The control is the most efficient way to address the risk: There

	
	
	
	
	
	
	
	

	
	
	are many ways to address risks, it is important to think about the

	
	
	most efficient way to do so. Can it be automated, or there

	
	
	monitoring controls, powerful controls or other related controls

	
	
	that can be leveraged?

	
	•  Provides reasonable assurance: We keep this concept in mid,

	
	
	
	
	
	
	

	
	
	there is no absolute assurance.

	
	We can now bring up some practical ways to apply these guidelines:

	
	•  Transaction level controls: for most companies, errors in the

	
	
	
	
	
	

	
	
	recording of transactions become material only when a control

	
	
	problem is pervasive and effects many transactions. Therefore,

	Designing
	
	we should strive to find ways to automate these controls, or look

	
	
	for a monitoring control that provides precise evidence that the

	the Right
	
	transaction controls are operating effectively. In the above

	Controls
	
	inventory example, receiving controls may be automated

	
	
	through scanners which match receipts to a PO and

	
	
	automatically record the item and quantity received, or we might

	
	
	leverage a cycle count program to provide evidence that

	
	
	receiving controls are operating through monitoring of errors

	
	
	that would indicate problems in receipts.

	
	•  Reconciliation and other Powerful controls: In many cases a

	
	
	
	
	

	
	
	control can address multiple risks and assertions. An example is a

	
	
	reconciliation control over payroll: if the payroll register is

	
	
	reconciled to the general ledger and the bank statement, it

	
	
	provides powerful evidence that the payroll calculated and paid

	
	
	was properly recorded. This control significantly reduces the risk

	
	
	that payroll is materially misstated.

	
	•  Review and Monitoring Controls: Review and monitoring

	
	
	
	

	
	
	controls are more efficient than transaction level controls and

	
	
	often address risks at the highest level in the financial

	
	
	statements. Care must be taken when designing these controls

	
	
	to ensure that the review procedures, exceptions and level of

	
	
	precision are well documented. We discuss this in more detail

	
	
	below.
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Designing Review and Monitoring Controls


Review and Monitoring controls can be among the most efficient and powerful controls to mitigate risk. Indeed, many finance executives rely on these types of controls to gain comfort with the financial statements.
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The rub is that review and monitoring controls have been one of the hot button issues with external audit reports. Auditors will challenge the use of review and monitoring controls as lacking enough precision and documentation of the review performed, so the burden is on management to overcome this challenge. Here are some key considerations to do so:

· Define the review procedures: An experienced and astute reviewer can quickly identify anomalies and errors. When one asks the reviewer what specifically they are doing, it is often hard for them to articulate. Nevertheless, it is important to spend some time to define the procedures to enable testing of the control, and then document how these procedures were performed.
· Defining an exception: Reviewers may also have a hard time defining an exception, saying “I know it when I see it”. Exceptions must be defined if the control is to be relied upon.
· Defining Precision: The level of precision is closely related to defining an exception and is critical to the control design – the review must be precise enough to identify potential errors that are individually or in combination with other errors, material. This could be a threshold, such as variances or transactions over a specified amount.
· Define and document how exceptions are resolved: When exceptions are identified, how are these resolved? Defining this process “closes the loop” on the review and is the control procedure that makes the review effective.
The review must be documented so that an auditor can independently re-perform the review procedures and confirm that the review was properly performed and that all exceptions were resolved. We have seen some companies effectively employ a standardized checklist as a tool to document the review. We discuss evidence more below.

Also, we want to reiterate the value of engaging the auditors early in the process and getting their feedback to prevent potential issues late in the game.
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	Accountants rely on various reports and queries to gather, process

	
	

	
	and review data. Controls over the accuracy and completeness of

	
	this data (sometimes referred to as internally provided evidence, or

	
	IPE) has been another one of the hot-button issues in the Big 4

	
	 reports.

	
	The best way to approach this effort is to consider the categories of

	
	information used in accounting and control, and the related risks.

	
	Here are some typical examples:

	
	•  System generated “canned” or “out of the box” reports:

	
	
	
	
	
	

	
	
	These are reports typically provided as standard functionality

	
	
	with modern ERP systems, and include trial balances, income

	
	
	statements, balance sheets etc. These types of reports are

	
	
	generally low risk and the reliance on these reports without

	
	
	additional testing is usually acceptable. There may be some

	
	
	user parameters involved in running the report, such as date,

	
	
	or company. In this case, the user should verify that the

	
	
	parameters were entered correctly and document this on the

	
	
	report.

	Completeness
	•  Customized system generated reports: Customized system

	
	
	
	
	

	
	
	generated reports are usually built by the company’s IT

	and Accuracy
	
	function (either in-house or outsourced) for a specific

	
	
	purpose using the existing ERP system. These reports have

	
	
	been tested and validated before use in the production

	
	
	environment and are generally low to moderate risk. The

	
	
	testing and validation process should enable reliance on the

	
	
	report. In some cases, we have seen auditors rely on the

	
	
	effectiveness of the program changes controls to enable

	
	
	reliance on these reports. In other cases, the actual testing

	
	
	evidence must be provided. As with “canned” reports, when

	
	
	the user must specific parameters, be sure to verify that the

	
	
	parameters were entered correctly and document this on the

	
	
	report.

	
	•  Queries: Advanced users of the ERP system often design and

	
	
	
	

	
	
	build queries which are the highest risk source of

	
	
	information; some queries may be pre-built and the

	
	
	parameters are entered when the queries are run, others

	
	
	may be “ad-hoc” queries designed for a one time need. In

	
	
	either case, the query logic should be documented and

	
	
	validated, and screen shots should be taken when the query

	
	
	is run to document the parameters. The data in the report

	
	
	should also be reconciled to a reliable source (i.e. trial

	
	
	balance) to ensure it is complete and accurate.
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Getting the job done, the GRC way: Governance, Risk & Internal Control Optimization & Consolidation. 
Risk assessment for the entire organization control universe is number one priority. These are conducted in an efficient and effective manner with minimal disruption to day to day business activities. Next, is our holistic strategy for risk identification, followed by risk prioritization in collaboration with top management. How do we get this right? Here are some considerations:

	
	
	Knowing our client business matters to us. This enables us to understand the organization risks from an assessment stand point.
	

	
	
	Our world-class customized templates make it effective and efficient to leverage technology with necessary management insight.
	

	Risk Assessment & Identification.
	There is no such thing as irrelevant risk, we consider emerging risks among others from a risk identification perspective.
	

	
	
	

	
	
	
	
	

	
	
	Every management has its risk and control priorities. We get that!
	

	
	
	Hence, management insight is used as input to our prioritization exercise and risk ranking.
	

	
	
	
	

	Risk 
	
	
	

	Prioritization
	
	
	

	Critical Risk Analysis
	
	Conducting a critical risk analysis gives us an opportunity to qualify and quantify risk from an impact perspective to the organization, should these risks crystalize or occurred.
	

	
	
	
	

	
	
	
	

	Risk Qualification &
	Risk qualification into high, medium md low helps provide insight to control design. The level of granularity of control detail and expertise must be clearly defined.
	

	
	Although, control does not provide absolute assurance. Reasonable risk mitigation must be provided and accommodated.
	

	Risk Mitigation
	
	

	
	
	
	

	Control Optimization
	This exercise ensure we use key controls mapped out to address multiple risks.
	

	
	
	

	
	
	

	
	
	

	
	
	
	

	
	
	Controls should be tested after design and development 
	

	Control Testing &
	
	should include:
	

	
	
	•
	Control procedures performed in line with COSO & COBIT
	

	Assurance
	
	
	
	

	
	
	•    Definition of an exception and attributes
	

	
	
	

	
	•
	Level of precision
	

	
	
	•    How exceptions are resolved.


	

	Control Review &
	
	As discussed above, the completeness and accuracy of information
	

	
	
	used in a control should be documented`. The level of
	

	Monitoring
	
	documentation depends on the type of report or query used; see
	

	
	
	discussion above under completeness and accuracy.
	


Information and Technology Controls - Key Areas of Focus

With information technology controls, we typically see three areas that can create challenges and opportunities in internal controls and the SOX Program:

· Applications in scope
· Application access and security
· Program Change Management
We will drill into each of these areas with some practical considerations.
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Applications in

Scope



The number of applications in scope can have a big impact on the number of controls and work effort and needs to be evaluated carefully. Each application added to scope means more controls, documentation and testing. While most companies have a common ERP system, some locations may use separate applications. This is common global companies or those that have grown through acquisitions. In addition, it is common to use separate applications for specialized functions such as payroll, equity compensation and travel and expense.
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The key questions to ask in determining if an application is in scope are:

· First, does the application support a significant transaction cycle that is in scope for that location?
· If so, what are the financial reporting risks in that cycle and do these reside within the application?
o Does the company rely on the application to process transactions or do the transactions flow through to another system where financial records are recorded, and controls are either in place or could be designed to mitigate the risks?

· Depending upon materiality and risk, is it possible to establish manual controls, reconciliation, monitoring or review controls outside the application that would provide reasonable assurance that there are no material errors?
The goal here is to weed out applications, or at least limit their scope where there is not a risk of a material misstatement, or where controls can be established outside the application. This effort requires careful analysis of the risks and how and where these can be mitigated but has been successfully deployed by many companies.
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Application Access and Security



Managing the access to applications is not a complicated process in theory: establish a security administration process to grant access based on defined rule and approval from authorized personnel, and then change or revoke access when personnel their responsibilities change are they are terminated.
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This can be one of the most troublesome areas for internal control for several reasons:

· At many companies the administration of security is decentralized leading to inconsistent processes.
· Identifying and managing segregation of duties conflicts can be especially troublesome, due to:
o The complexity of applications can make it difficult to isolate authority and prevent access to conflicting duties,

o Limited understanding of the inter-relationship of these permissions,

o Pressure from users and the business to enable access to perform job functions, which in many cases is a legitimate need.

· The application structure does not have adequate security built-in to it. This is most common with “home-grown” applications used by tech start-ups.
Here are some practical approaches to addressing this issue:

· First, think about how the application, or at least the access controls, can be moved out of scope, employing the scoping strategies discussed above; are there business controls such as reviews, monitoring or reconciliations that provide the reasonable assurance needed?
· Establish a centralized security administration function along with the appropriate procedures, access rules and approval protocols to gain control over access.
· For ERP applications, it may be necessary to employ one of the commercially available tools to identify segregation of duties conflicts and monitor access.
· For business users that need access to perform job functions which create segregation of duties conflicts, consider establishing a process to add and then disable access, along with appropriate approvals and a log of activity to provide reasonable assurance that this access was required and only used for the required purpose.
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	Many companies invest in either modifying commercial applications or as is

	
	common with tech start-ups, develop applications in-house. Controls must

	
	be established to ensure that changes to programs are approved, tested

	
	and validated before these changes are deployed into production.

	
	The Systems Development Life Cycle (SDLC) describes the overall process

	
	from planning through disposal. The key area to focus on for SOX purposes

	
	is the risk that unauthorized changes are made to the production program,

	
	which could be used to perpetrate fraud or cause errors in the financial

	
	statements. Thus, we usually focus on the approval of a program or change

	
	to an existing program both before development begins and before

	
	deployment in production.

	
	Common issues encountered here are:

	
	•  Lack of a record keeping system to document approvals

	Program
	•  Inability to identify and log changes to the production environment,

	
	•  Lack of evidence to prove that changes to production were

	Change
	approved,

	Management
	•  Ability to make changes to production environment (lack of

	
	segregation of duties between development and production)

	
	We need to start with looking at the development process; does the

	
	process provides for the necessary approvals? What is the record-keeping

	
	system? How do they log or identify program changes? Do developers have

	
	access to production?

	
	In many cases, we have seen companies employ commercial systems to

	
	manage the SLDC which automatically. For smaller companies or where the

	
	production activity is not significant, more manual methods such as emails

	
	can be employed.

	
	Often, we will find that developers need access to production to perform

	
	emergency fixes and the like. In this case, consider establishing a process to

	
	add and then disable access, along with appropriate approvals and a log of

	
	activity to provide reasonable assurance that this access was required and

	
	only used for the required purpose.
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Working with the Process Owners & Management
It is important at the outset to understand the internal control process via company policies and the consultant to build an effective process and a constructive working relationship with all levels of management. We often hear comments from clients about requests from auditors that “this is not a risk” or this is not value added”. While there may be validity to these comments, the firms have only so much “wiggle-room” when it comes to the procedures they must perform. It is important to understand also that the inspection comments from the consultants have resulted in an increase in the forms, checklists and procedures the firms have implemented to address these comments. In addition, the consulting firms are justifiably concerned with process and financial statement reporting risks and will do whatever they feel is necessary to gain comfort over the GRC risks.

Having said all that, there are many actions companies can take to address some common issues, such as:

· Lack of company policy or obsolete policy
· Lack of process narrative / Standard Business Procedure or incomplete status
· Making time for consultant interview and existing business documentations
· Adequately define management expectations of internal control project
· Late feedback and comments from consultant survey or questionnaires 
· Consultant requests for more documentation and evidence, which often leads to last minute crises in trying to provide needed information
Our overall methodology helps address these issues. If the company is doing its part to make the process work it is fair to expect the same from the consulting firm. Here is a recap of some key points:

	
	
	Engaging the auditors early is critical to avoid costly changes in course

	
	
	later in the year. The auditors must be in alignment on the scope and

	
	
	approach at the front end. Here are some key areas to focus on:

	Engage
	
	•
	Processes, accounts, locations and applications in scope

	Auditors Early
	•  Key process and financial statement risks

	
	•
	Key controls necessary

	and Often
	
	
	

	
	
	•
	Potential red flag areas

	
	
	
	

	
	
	Maintain regular meetings with management to discuss status, timing

	
	
	and any issues that may come up.
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	Reliance on
	the
	The consultant can rely on the work of internal audit to

	
	
	reduce the amount of reviews they need to perform; it is most efficient

	
	
	

	work of
	
	for the consultants to review work in their firm prescribed format.

	Internal Audit
	This approach can save time and reduce costs.

	and use the
	The consultant will require documentation on the independence and

	Audit Firm’s
	

	Templates
	
	qualifications of internal audit. If not in place, establish an internal audit

	
	
	charter and reporting line to the Audit Committee.

	
	
	

	
	
	Set the Calendar: Set the calendar for the year and coordinate the

	
	
	timing of work with the consultants and the finance team to minimize

	
	
	disruption to the month-end close calendar and other activities.

	
	
	Early is Better: Push to have the consultants complete the bulk of

	
	
	their work in the interim periods instead of year-end. This will surface

	
	
	any issues when there is still time to do something about it.

	Plan and
	
	Work together: Look for opportunities to work together. A common

	Coordinate
	
	area is conducting joint reviews. For annual, quarterly and monthly

	Timing of
	controls the samples will be the same items – coordinate efforts so that

	Fieldwork
	and
	process owners are not hit with multiple requests.

	Feedback
	
	Complete Project Before External Auditors are onsite: Typically, it is

	
	
	

	
	
	better for internal audit to conduct testing before the external audit

	
	
	team; plan to complete testing and the review process before the

	
	
	external team arrives so issues can be identified early and, if relying on

	
	
	the work of internal audit, can efficiently review the work.

	
	
	Timely Feedback: Set deadlines for completion of risk identification,

	
	
	Gaps and control design to avoid any surprises.

	
	
	We discussed above the importance of defining the control procedures,

	Audit
	
	evidence requirements and archiving the documentation. The goal is to

	
	
	define the evidence requirements to match the control design and

	Preparedness
	
	testing procedures so the requirements are clear to all involved at the

	
	
	front end of the process. Having audit ready documentation goes a long

	
	
	way toward an efficient audit and compliance program.

	Senior Level
	Insist that all areas and comments are reviewed by the senior level

	
	members of the consulting firm before these are communicated. This will

	Review
	
	help filter out the immaterial, low risk or unimportant items and prevent

	
	
	unnecessary churn and re-work.
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	All processes may have issues that need to be addressed along the way.

	
	
	An open communication process will allow these issues to be surfaced

	
	
	and resolved quickly, rather than letting them grow and become major

	
	
	issues.

	Identify and
	It is a good idea to discuss the issues encountered with previous audits

	Work Through
	

	Problem Areas
	up front and especially look for the most time-consuming areas. Maybe

	
	the auditors had difficulty obtaining documentation for certain

	
	
	transactions or controls, or had questions on the accounting for certain

	
	
	areas that were not easily resolved.

	
	
	Get these cleared up early and save everyone time and frustration.

	
	
	Management: Management, which includes the accounting and finance

	
	
	team as well as others involved in internal control, is responsible for

	
	
	performing and documenting the controls as designed and providing the

	
	
	correct evidence on time. Track and report status and any deficiencies to

	
	
	prevent costly delays and inefficiencies in the work process.

	
	
	Internal Audit: Internal audit should provide information requests to 

	Hold Everyone
	complete the work on schedule and needs to report status as appropriate 

	Accountable
	
	.

	
	
	

	
	
	External Audit: Hold the audit firm accountable for meeting deadlines

	
	
	and completing review of work on time. If management and internal

	
	
	audit are accountable, it is fair to expect the same for the external

	
	
	auditors. Don’t allow significant delays in senior level review to occur

	
	
	without notifying key stakeholders, including the audit partner, CFO and

	
	
	Audit Committee. There should be no late surprises unless it is due to a

	
	
	new event such as an acquisition.
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Ade Ademokunla is the Africa Regional Director for RRL Finance, Internal Audit and Risk Solutions. Ade is a CIA with over 20 years’ experience as a certified internal auditor, risk & control expert and a consultant working primarily with global public companies to improve their financial, internal control and risk management processes.


Ade has been involved in GRC, ERM and SOX since its inception and his well known in the industry for developing innovative practices. He has helped numerous companies from start-up IPOs to mature fortune 500 companies establish effective GRC, ERM & SOX 404/302 programs.

RRL has offices in Abuja, Lagos and the United States.
About RESOURCE RESULT Audit ASSURANCE and Risk Solutions.

	RRL
	RRL’s experienced consultants and proven methodologies provide

	
	high value consulting solutions for GRC and Internal Audit

	
	Executives. Our solutions, developed over 20 years of practical

	
	experience serving multi-national public companies are guided by



· principles:

· SIMPLICITY: Distilling complex problems into simple, clear solutions
· VALUE: Providing high quality at lower cost
· EFFECTIVE: Measurable results that achieve your objectives
· SUSTAINABLE: Collaboration and integration into the ongoing business processes leads to long term sustainable improvements.
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